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1	Decision/action requested
This contribution proposes a conclusion of KI #5.
2	References
[1]	TS 33.503
[2]	TR 33.740
3	Rationale
This contribution proposes to add a conclusion of Key Issue #5.
Particularly, it is proposed to reuse the existing procedures for security policy provisioning and the activation of security between the UEs based on the provisioned security policies as specified in TS 33.503 [1].
In case of end-to-end security for layer-3 U2U relay, it is proposed that the end-to-end security can be activated based on the security policy configuration by PKMF. If PKMF configures security policy to activate the end-to-end security , the corresponding security materials are provisioned by PKMF.
4	Detailed proposal
It is proposed that SA3 approve the below pCR for inclusion in the TR [2].
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[bookmark: _Toc120125800][bookmark: _Toc120126236][bookmark: _Toc120128256][bookmark: _Toc120132500][bookmark: _Toc120133057][bookmark: _Hlk69716001]7.5	Key Issue #5: Security of source and target UE communication via U2U relay
The activation of security between the UEs is based on the provisioned security policies for the specific 5G ProSe UE-to-UE Relay service as specified in TS 33.503[6].
For Layer-3 U2U relay, end-to-end security can be activated based on the security policy configuration by PKMF.
For Layer-3 U2U relay, security materials for end-to-end security are provisioned by PKMF.
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